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13.1 SROs 
 
13.1.1 IIROC – Proposed Amendments Respecting Mandatory Reporting of Cybersecurity Incidents – Request for 


Comment 
 


REQUEST FOR COMMENT 
 


INVESTMENT INDUSTRY REGULATORY ORGANIZATION OF CANADA (IIROC) 
 


PROPOSED AMENDMENTS RESPECTING MANDATORY REPORTING OF CYBERSECURITY INCIDENTS 
 
IIROC is publishing for public comment proposed amendments to the Dealer Member Rules (DMRs) and corresponding 
amendments for the proposed IIROC Dealer Member Plain Language Rule Book (the proposed PLR Rule Book) to require 
mandatory reporting of a cybersecurity incident by Dealer Member to IIROC (the Proposed Amendments).  
 
The Proposed Amendments:  
 


 define the term “cybersecurity incident” 
 
 require Dealers submit a report shortly after discovery of the incident 
 
 require Dealers submit a more comprehensive report 30 days, unless otherwise agreed to by IIROC, after the 


incident 
 
 list the information Dealers must report. 


 
If approved, IIROC plans to implement the Proposed Amendments as follows:  
 


 The changes to current DMR 3100 will be implemented as soon as the Recognizing Regulators approve them. 
 
 The changes to section 3705 of the proposed PLR Rule Book will be implemented when the proposed PLR 


Rule Book becomes effective and will replace the corresponding DMR 3100. IIROC will incorporate the 
Proposed Amendments into the proposed PLR Rule Book when they publish the Notice of Approval.   


 
A copy of the IIROC Notice and appendices, which includes the Proposed Amendments, is also published on our website at 
http://www.osc.gov.on.ca. The comment period ends on May 22, 2018. 






