
September 18, 2023 

 

Ontario Securities Commission  

20 Queen Street West, 20th Floor  

Toronto, ON M5H 3S8  

 

Re: Application to become Designated as a Trade Repository under section 21.2.2 of the Ontario Securities 

Act (“OSA”). 

 

Dear Sir or Madam,  

 

KOR Reporting Inc. (“KOR”, “KOR TR”) hereby submits this application to the Ontario Securities Commission 

(“OSC” “Commission”) to request an order pursuant to subsection 21.2.2 of the Securities Act (Ontario) 

(“OSA”) designating KOR as a Trade Repository in Ontario. 

 

Yours sincerely,  

 

Tara Manuel 

Chief Compliance Officer  (“CCO”) 

KOR Reporting Inc. 
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1.0 Overview 

KOR’s parent organization is KOR Cayman Holdings LP, a Cayman Islands limited partnership.  

  

KOR Financial Inc. and KOR Reporting Inc., are both US-registered Delaware C-Corporations.  KOR Financial 

Inc. and KOR Reporting Inc. are wholly owned by KOR US Holdings Inc.  KOR Reporting Inc. is a provisionally 

registered Swap Data Repository (“SDR”) with the Commodity Futures Trading Commission (“CFTC”) for all 

asset classes. KOR Financial Inc. is an outsource provider of reporting technologies, operations and 

commercial support to KOR Reporting Inc.  KOR Financial Inc. additionally offers non-regulated stand-alone 

reporting services to market participants. 

1.1 Description of KOR's TR Services 

KOR proposes to offer trade repository services in Ontario to market participants that complete and sign the 

applicable KOR Agreements, with respect to the interest rates, credit, equity, foreign exchange, and 

commodities asset classes. KOR’s trade repository services are made available for all market entity types.  

1.2 KOR's current business 

KOR is provisionally registered with the CFTC as an SDR. To date, the CFTC has not established any 

standards for granting permanent registration of SDRs. KOR’s SDR services deliver to market participants a 

robust, automated regulatory reporting solution for cleared and uncleared Over-the-counter (“OTC”) derivatives 

reporting. 

1.3 Description of CFTC Regulatory Regime 

As an SDR, KOR is subject to the requirements of Part 49 of the CFTC’s regulations, which incorporate other 

regulatory provisions by reference, including Parts 43, 45, 46, and 50 of the CFTC’s regulations. Additionally, 

provisions regarding SDRs contained in the Dodd-Frank Act, which amended the Commodity Exchange Act 

(the “CEA”), are applicable.  

 

The Dodd-Frank Act prescribes core duties applicable to SDRs. Part 49 establishes regulations implementing 

each of these statutory requirements:  

● Acceptance of data: an SDR must establish, maintain, and enforce policies and procedures for the 

reporting of swap data to it, and shall accept and promptly record all data in its selected asset class. If a 

registered SDR accepts swap data of a particular asset class, it must accept data from all swaps of that 

asset class.  

● Verifying swap data accuracy and completeness: each SDR shall verify the accuracy and 

completeness of swap data that it receives from swap execution facilities, designated contract markets, 

reporting counterparties, or third-party service providers acting on their behalf 
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● Recordkeeping: a registered SDR must maintain its books and records in accordance with the 

requirements of the Part 45 regulations. A registered SDR that elects to accept and disseminate swap 

transaction and pricing data in real-time must comply with the real-time public reporting and 

recordkeeping requirements prescribed in Part 43.  

● Provide direct electronic access to the CFTC or its designee (including another registered entity) and 

provide information in such form and at such frequency as the CFTC may prescribe to comply with the 

public reporting requirements in section 2(a)(13) of Title VII of the Dodd-Frank Act and the applicable 

Part 43 Regulations.  

● Monitor, screen, and analyze swap data in such a manner as the CFTC prescribes and establish and 

maintain sufficient IT, staff, and other resources to enable it to fulfill the requirements of the Part 49 

regulations in the manner prescribed by the CFTC.  

● Establish, maintain, and enforce written policies and procedures reasonably designed to protect the 

privacy and confidentiality of all SDR information that is not subject to real-time public reporting 

pursuant to Part 43 of the CFTC’s regulations. These shall include safeguards and procedures to 

prevent the misappropriation or misuse of material protected by Section 8 of the CEA, other SDR 

information, or intellectual property.  

● Make available all data obtained by the SDR to specified foreign and domestic regulators. The Part 49 

regulations establish specific procedures and conditions under which particular regulators and others 

may obtain access to data maintained by an SDR.  

● Adoption of emergency procedures and system safeguards. 

 

The Dodd-Frank Act established three core principles applicable to SDRs. They are:  

● Antitrust Considerations: unless appropriate to achieve the purposes of the Dodd-Frank Act, a 

registered SDR shall avoid (i) adopting any rule or taking any action that results in any unreasonable 

restraint of trade; or (ii) imposing any material anticompetitive burden on trading, clearing or reporting 

swaps.  

● Governance Arrangements: Registered SDRs shall establish governance arrangements. These are 

prescribed in Regulation 49.18.  

● Conflicts of Interest: Registered SDRs shall manage and minimize conflicts of interest and establish 

processes for resolving such conflicts. These are set forth in Regulation 49.19. 

The CFTC has prescribed additional duties related to the following: 

● Maintenance of sufficient financial resources  
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● Disclosure requirements setting forth the risks and costs associated with using the services of an SDR  

● Establishing provisions ensuring non-discriminatory access and fees 

Details on how KOR meets these obligations can be found on the KOR website, www.korreporting.com in the 

KOR CFTC Rulebook and KOR CFTC Disclosure documents. 

2.0 APPLICATION OF APPROVAL CRITERIA TO KOR 

The following is a discussion of how KOR meets the relevant criteria for designation for trade repositories set 

out in OSC Rule 91-507 Trade Repositories and Derivatives Data Reporting. 

7.0 Legal Framework 

 

 

7. (1) A designated trade repository must establish, implement, maintain and 

enforce written rules, policies and procedures reasonably designed to ensure a 

well-founded, clear, transparent, and enforceable legal basis for each material 

aspect of its activities.  

 

(2) Without limiting the generality of subsection (1), a designated trade repository 

must establish, implement, maintain and enforce written rules, policies and 

procedures that are not contrary to the public interest and that are reasonably 

designed to ensure that  

 

(a) such rules, policies and procedures and the contractual arrangements are 

supported by the laws applicable to those rules, policies, procedures and 

contractual arrangements,  

 

(b) the rights and obligations of a user, owner and regulator with respect to the 

use of the designated trade repository’s information are clear and transparent,  

 

(c) the contractual arrangements that it enters into and supporting documentation 

clearly state service levels, rights of access, protection of confidential 

information, intellectual property rights and operational reliability, and  

 

(d) the status of records of contracts in its repository and whether those records 

of contracts are the legal contracts of record are clearly established.  
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17. (1) The rules, policies and procedures of a designated trade repository must  

 

(a) be clear and comprehensive and provide sufficient information to enable a 

participant to have an accurate understanding of its rights and obligations in 

accessing the services of the designated trade repository and the risks, fees, and 

other material costs they incur by using the services of the designated trade 

repository,  

 

(b) be reasonably designed to govern all aspects of the services offered by the 

designated trade repository with respect to the collection and maintenance of 

derivatives data and other information on a completed transaction, and  

 

(c) not be inconsistent with securities legislation.  

 

(2) A designated trade repository must monitor compliance with its rules, policies 

and procedures on an ongoing basis. 

 

(3) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures for sanctioning non-compliance with its 

rules, policies and procedures.  

 

(4)A designated trade repository must publicly disclose on its website  

 

(a) its rules, policies and procedures referred to in this section, and  

 

(b) its procedures for adopting new rules, policies and procedures or amending 

existing rules, policies and procedures.  

 

(5) A designated trade repository must file its proposed new or amended rules, 

policies and procedures for  approval in accordance with the terms and 

conditions of its designation order, unless the order explicitly exempts the 

designated trade repository from this requirement. 

 

KOR  has rules, policies, and procedures in place that provide a legal basis for their activities in all relevant 

jurisdictions, whether within Canada or any foreign jurisdiction where they have activities. 

 

KOR has built rules, policies, and procedures that are clear, comprehensive and provide sufficient information 

including explanatory material written in plain language to enable a participant to have an accurate 

understanding of its rights and obligations in the use of KOR reporting services along with the risks, fees and 
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other material costs Clients may incur using KOR’s TR services (the “TR Services”). The rules are not 

inconsistent with securities legislation. The rules, policies, and procedures are designed holistically to govern 

all aspects of KOR’s TR Services with respect to the collection and maintenance of TR Data (means the 

specific data elements and information required to be reported to KOR TR or disseminated by KOR TR 

pursuant to Applicable Rule(s)required to be reported and are consistent with Commission Regulations, as 

applicable.) required to be reported and are consistent with Commission Regulations, as applicable.  

 

KOR maintains Client Agreements. The Client Agreements set out the rights and obligations for Reporting 

Entities and require that Reporting Entities utilize KOR’s Canadian TR in accordance with Applicable Law. In 

addition, the Rulebook governs certain aspects of KOR’s relationship with Clients. Reporting Entities will also 

be subject to certain fees, which will be described in a fee schedule to be posted on the KOR’s website.  

 

KOR maintains a number of internal policies and procedures designed to govern the KOR’s operations, 

including (i) governance standards and procedures; (ii) codes of conduct for directors, committee members, 

and employees; (iii) policies for identifying and resolving conflicts of interest; (iv) qualification methodology; (v) 

security procedures; (vi) a business continuity plan; and (vii) a corporate information security policy. KOR has 

senior managers in charge of oversight of internal policies and procedures. Senior management, from time to 

time, includes the CEO and CCO. 

 

The Rulebook, Client Agreements, and internal policies and procedures may be amended from time to time. 

Amendments may occur as a result of changes in Applicable Law, developments in the derivatives industry, or 

feedback from Reporting Entities. In general, senior management of KOR is responsible for approving 

amendments to the Rulebook, User Agreements, and internal policies and procedures. Amendments may be 

subject to regulatory approval if required by Applicable Law. KOR policies and procedures are amended by the 

senior management or the Board of Directors (“BOD”) of KOR. 

 

These rules, policies, and procedures can be found on KOR’s website in the following public documents: 

● KOR Canadian TR Rulebook 

8.0 Governance 

 

 

8. Governance  

(1) A designated trade repository must establish, implement and maintain written 

governance arrangements that  

 

(a) are well-defined, clear and transparent,  
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(b) set out a clear organizational structure with consistent lines of responsibility,  

 

(c) provide for effective internal controls,  

 

(d) promote the safety and efficiency of the designated trade repository,  

 

(e) ensure effective oversight of the designated trade repository,  

 

(f) support the stability of the broader financial system and other relevant public 

interest considerations, and  

 

(g) properly balance the interests of relevant stakeholders. 

 

(2) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures reasonably designed to identify and 

manage existing and potential conflicts of interest. 

 

(3) A designated trade repository must publicly disclose on its website  

 

(a) the governance arrangements established in accordance with subsection (1), 

and  

 

(b) the rules, policies and procedures established in accordance with subsection 

(2). 

 

 

KOR will maintain governance arrangements that are transparent to fulfill public interest requirements and to 

support the objectives of the Commission, owners, and market participants.  

 

The governance principles have been adopted by the BOD of KOR to serve as a flexible framework to assist 

the BOD in the exercise of its responsibilities. These governance principles reflect the BOD’s commitment to 

monitoring the effectiveness of policy and decision-making both at the BOD and management levels. These 

governance principles should be interpreted in the context of all applicable laws, KOR Reporting’s Bylaws, 

other governing legal documents, and KOR policies. These governance principles are subject to modification 

from time to time by the BOD. 

 

KOR has established governance arrangements that provide clear and direct lines of responsibility and 

accountability. KOR is managed by a BOD who is responsible for overseeing the operations of the KOR 
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Canadian TR. The discussion in sections BOD, Management, and CCO, below provides additional details 

concerning the KOR’s governance arrangements.  

 

KOR’s governance arrangements are transparent and available on KOR’s website (www.korfinancial.com) 

under Key Documents: 

● Governance Principles 

9.0 Board of Directors 

 

 

9. Board of Directors 

(1) A designated trade repository must have a board of directors.  

 

(2) The board of directors of a designated trade repository must include  

 

(a) individuals who have an appropriate level of skill and experience to effectively 

and efficiently oversee the management of its operations in accordance with all 

relevant laws, and  

 

(b) appropriate representation by individuals who are independent of the 

designated trade repository. 

 

(3) The board of directors of a designated trade repository must, in consultation 

with the chief compliance officer of the designated trade repository, resolve 

conflicts of interest identified by the chief compliance officer. 

 

(4) The board of directors of a designated trade repository must meet with the 

chief compliance officer of the designated trade repository on a regular basis. 

 

The KOR BOD is comprised of a mix of non-executive independent directors and employee directors, with at 

least a majority being independent and the number of employee directors not exceeding two. The BOD, 

subject to applicable provisions in the KOR TR Rulebook and governance principles, has the following powers 

and duties:  

a. Be the governing body of KOR TR.  

b. Designate and authorize specific appointed officers to act on behalf of the BOD to execute contracts 

within specified budgetary limits. 
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c. Approve all material Client fees, policies, and changes to them. 

d. Determine what asset classes of transactions for which KOR TR will register. 

e. Approve new rules and material rule amendments of KOR TR. 

f. Have the power to act in emergencies.  

g. Consult with the CCO regarding the resolution of conflicts of interest, provided the BOD has also 

delegated such authority to the CEO such that these powers and duties may be satisfied by the CEO 

consulting with the CCO. 

h. Inform the CCO of any decisions made by the BOD review on an annual basis the performance of each 

of its members.  Remove a member of the BOD upon finding that such member’s conduct is likely to be 

prejudicial to KOR TR and prudent management. 

i. Must meet with the CCO on a regular basis. 

 

As set forth in the organizational documents and governance policies of KOR Financial Inc. and KOR, the BOD 

seeks directors from diverse professional backgrounds who combine a broad spectrum of experience and 

expertise with a reputation for integrity. BOD members should have the characteristics essential for 

effectiveness as a member of the BOD, including but not limited to:  

a. Integrity, objectivity, sound judgment, and leadership;  

b. The relevant expertise and experience required to offer advice and guidance to the Chief Executive 

Officer and other members of senior management.  

c. The ability to make independent analytical inquiries.  

d. The ability to collaborate effectively and contribute productively to the BOD’s discussions 

and deliberations;  

e. An understanding of the KOR’s business, strategy, and challenges;  

f. The willingness and ability to devote adequate time and effort to BOD responsibilities and to serve 

Committees at the request of the BOD; and  

g. Is not a Disqualified Person (as described below).  

h. A “Disqualified Person” is any person who (i) is or has been subject to any statutory disqualification 

under Section 3(a)(39) of the Securities Exchange Act or Sections 8a (2)-(4) of the CEA or (ii) is or has 

been subject to disqualification under 17 CFR § 1.63.  
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i. Each BOD member is expected to ensure that his or her other commitments do not materially interfere 

with his or her service overall as a director. 

When evaluating potential BOD members, it is important that the composition of BOD members allows KOR to 

comply with applicable core principles and regulations; as such the following criteria will be looked for in 

individual BOD members, or where a BOD member is lacking in one area that other BOD members can fill 

those gaps. BOD members should not present antitrust or conflict of interest issues. 

 

A director who meets all of the following categorical standards shall not be deemed to have a “material 

relationship” with KOR and shall be presumed to be “independent”: 

a. The director does not (directly or indirectly as a partner, equity holder, or officer of another company) 

provide consulting, legal, or financial advisory services to KOR or KOR’s present or former auditors. 

b. Neither the director nor any member of his or her immediate family is a significant equity holder in 

KOR.  For purposes of this categorical standard, an equity holder shall be considered significant if the 

aggregate total is greater than three percent (3%) of KOR. 

c. Neither the director nor any member of his or her immediate family serves as an executive officer of a 

civic or charitable organization that receives financial contributions from KOR. The BOD shall also 

consider whether any charitable donations made to a civic or charitable organization in which a director 

or member of his or her immediate family serves as a director, trustee, or employed fundraiser impact 

the particular director’s independence; provided, however, donations less than $25,000 per year shall 

be presumed to be insignificant and, therefore, not impact such director’s independence. 

 

The KOR BOD Members are available on the KOR Website.  

10.0 Management 

 

 

10. 

(1) A designated trade repository must establish, implement, maintain and 

enforce written rules, policies and procedures that 

(a) specify the roles and responsibilities of management, and 

(b) ensure that management has the experience, competencies, integrity and mix 

of skills necessary to discharge its roles and responsibilities. 
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(2) A designated trade repository must notify the Commission no later than the 

5th business day after appointing or replacing its chief compliance officer, chief 

executive officer or chief risk officer. 

 

 

KOR has established, implemented, maintains, and enforces written rules, policies, and procedures that 

specify the roles and responsibilities of management, and ensure that management has the experience, 

competencies, integrity, and mix of skills necessary to discharge its roles and responsibilities.  In addition to 

the BOD, the management consists minimally of a senior business executive, the CCO, and the business 

operations executive.  KOR does not currently have a chief risk officer because risk management functions are 

performed by KOR’s CCO and CEO. 

11.0 Chief Compliance Officer 

 

 

11. (1) The board of directors of a designated trade repository must appoint a 

chief compliance officer with the 

appropriate experience, competencies, integrity and mix of skills necessary to 

serve in that capacity. 

 

(2) The chief compliance officer of a designated trade repository must report 

directly to the board of directors of the designated trade repository or, if so 

directed by the board of directors, to the chief executive officer of the 

designated trade repository. 

 

(3) The chief compliance officer of a designated trade repository must 

 

(a) establish, implement, maintain and enforce written rules, policies and 

procedures to identify and resolve conflicts of interest, 

 

(b) establish, implement, maintain and enforce written rules, policies and 

procedures to ensure that the designated trade repository complies with 

securities legislation, 

 

(c) monitor compliance with the rules, policies and procedures required under 

paragraphs (a) and (b) on an ongoing basis, 
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(d) report to the board of directors of the designated trade repository as soon as 

practicable upon becoming aware of a circumstance indicating that the 

designated trade repository, or an individual acting on its behalf, is not in 

compliance with the securities laws of a jurisdiction in which it operates and one 

or more of the following apply: 

 

(i) the non-compliance creates a risk of harm to a user; 

 

(ii) the non-compliance creates a risk of harm to the capital markets; 

 

(iii) the non-compliance is part of a pattern of non-compliance; 

 

(iv) the non-compliance may have an impact on the ability of the designated trade 

repository to carry on business as a trade repository in compliance with securities 

legislation, 

 

(e) report to the designated trade repository’s board of directors as soon as 

practicable upon becoming aware of a conflict of interest that creates a risk of 

harm to a user or to the capital markets, and 

 

(f) prepare and certify an annual report assessing compliance by the designated 

trade repository, and individuals acting on its behalf, with securities legislation 

and submit the report to the board of directors 

 

(4) Concurrently with submitting a report under paragraph (3)(d), (3)(e) or (3)(f), the 

chief compliance officer must file a copy of the report with the Commission. 

 

 

KOR’s CCO has been appointed by the BOD and reports directly to the CEO. The CCO also has direct 

communication with the BOD. The BOD shall meet with the CCO on at least a quarterly basis regarding 

compliance, or more frequently if required to address any specific issues or concerns. 

 

The CCO has the background and skills appropriate for fulfilling the responsibilities of the position. KOR senior 

management has identified the minimum standards that must be met for an individual to be considered to have 

the background and skills necessary to carry out the duties of the position of CCO.  Below is a list of the 

qualifications identified and considered when the candidate for the position of CCO is recommended to the 

BOD for approval and appointment: 

a. The individual may not be subject to statutory disqualification under applicable regulations.  
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b. The individual must have sufficient compliance experience to carry out its responsibilities.  Such 

experience could be demonstrated by: 

i. Previously holding the title of CCO, as long as the firm at which the individual held such title has 

not been designated as a disciplined firm subject to enhanced supervisory requirements imposed 

by applicable regulators. 

ii. Functioned in a compliance role or compliance-supporting function for a minimum of seven years. 

iii. The individual possesses product knowledge sufficient to make any such decision required of the 

CCO. 

 

The CCO monitors compliance with regulations applicable to KOR.  This includes, but is not limited to,  

a. completing an annual compliance report; 

b. overseeing and reviewing the KOR’s compliance with Applicable Law;  

c. establishing and administering written policies and procedures reasonably designed to prevent 

violations of Applicable Law;  

d. resolving any conflicts of interest that may arise including, but not limited to:  

i. conflicts between business considerations and compliance requirements;  

ii. conflicts between business considerations and the requirement that KOR provide fair and open 

access; and  

iii. conflicts between KOR’s management and members of the BOD;  

e. establishing and implementing procedures for the remediation of non-compliance issues;  

f. establishing procedures for the remediation of non-compliance issues identified by the CCO through a 

compliance office review, look-back, internal or external audit finding, self-reported error, or validated 

complaint;  

g. establishing and following appropriate procedures for the handling, management response, 

remediation, retesting, and closing of non-compliance issues; and  

h. establishing and administering a written code of ethics designed to prevent ethical violations and to 

promote honesty and ethical conduct. 
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KOR’s CCO has full responsibility and authority to develop and enforce appropriate compliance policies and 

procedures for KOR, review KOR TR’s compliance with all other applicable legal and regulatory requirements, 

and resolve conflicts of interest and any other non-compliance issues that may arise.  

12.0 Fees 

 

12. All fees and other material costs imposed by a designated trade repository on 

its participants must be 

(a) fairly and equitably allocated among participants, and 

(b) publicly disclosed on its website for each service it offers with respect to the 

collection and maintenance of derivatives data. 

 

 

Fees are assessed in a consistent, non-preferential manner and are not permitted to be used as a barrier to 

entry. KOR will not offer preferential pricing arrangements to any Client on any basis, including volume 

discounts or reductions unless such discounts or reductions apply to all Clients uniformly and are not otherwise 

established in a manner that would effectively limit the application of such discount or reduction to a select 

number of Clients.  

 

In creating the fee schedule, KOR considered a number of factors, including: 

a. the number and complexity of the transactions being reported, 

b. the amount of the fee or cost imposed relative to the cost of providing the services, 

c. the amount of fees or costs charged by other comparable trade repositories, where relevant, to report 

similar transactions in the market, 

d. with respect to market data fees and costs, the amount of market data fees charged relative to the 

market share of KOR TR, and 

e. whether the fees or costs represent a barrier to accessing the services of KOR TR for any category of 

participant. 

KOR TR provides clear descriptions of priced services for comparability purposes. Other than fees for 

individual services, KOR TR discloses other fees and costs related to connecting to or accessing the trade 

repository. For example, information on the system design, as well as technology and communication 

procedures, that influence the costs of using the trade repository.  

 

All fees are fully disclosed and available on the KOR TR website. 
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13.0 Access to designated trade repository services 

 

 

13. Access to Designated Trade Repository Services 

(1) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures that establish objective, risk-based criteria 

for participation that permit fair and open access to the services it provides. 

 

(2) A designated trade repository must publicly disclose on its website the rules, 

policies and procedures referred to in subsection (1). 

 

(3) A designated trade repository must not do any of the following: 

 

(a) unreasonably prohibit, condition or limit access by a person or company to the 

services offered by the designated trade repository; 

 

(b) permit unreasonable discrimination among the participants of the designated 

trade repository; 

 

(c) impose a burden on competition that is not reasonably necessary and 

appropriate; 

 

(d) require the use or purchase of another service for a person or company to 

utilize the trade reporting service offered by the designated trade repository. 

 

 

KOR TR has implemented and enforces written rules, policies, and procedures that establish objective, risk-

based criteria for participation that permit fair and open access to the services it provides. KOR TR Services 

are provided on a non-discriminatory basis.  KOR TR does not obligate a Client to use KOR Financial or third-

party service to utilize or gain access to KOR TR.  KOR TR will not as a condition of use, require that a Client 

consent to the external commercial or business use of any reported data, including that which is required to be 

publicly disseminated. Likewise, KOR TR will not, as a condition of accepting TR Data from any market 

participant, require the waiver of any privacy rights by such reporting entity. KOR TR publicly discloses on its 

website these rules, policies, and procedures which are included in its Rulebook and published on KOR’s 

website.  

 

KOR TR does not do any of the following: 
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a. unreasonably prohibit, condition, or limit access by a person or company to the services offered by 

KOR; 

b. permit unreasonable discrimination among the participants of KOR; 

c. impose a burden on competition that is not reasonably necessary and appropriate; 

d. require the use or purchase of another service for a person or company to utilize the trade reporting 

service offered by KOR; or 

e. develop closed, proprietary interfaces that result in vendor lock-in or barriers to entry with respect to 

competing service providers that rely on the data maintained by KOR. 

 

KOR TR provides services as a Trade Repository (“TR”). These services are available to all Market 

Participants on a fair, open, and equal basis. In order to obtain access to KOR TR, a Market Participant must 

execute the KOR Universal Services Agreement (“USA “) and applicable Addendums. KOR TR does not, and 

will not, tie or bundle the offering of mandated regulatory services with ancillary services offered by KOR TR or 

a KOR Affiliate.  

 

KOR Reporting Inc. and KOR Financial Inc. are affiliates but are not in a subsidiary relationship.  Privity 

between the Client and the applicable KOR entity is established through Addendums to the USA. 

 

KOR TR imposes the following qualifications on Clients of KOR TR (collectively, the “Client Criteria”):  

a. A valid Legal Entity Identifer (“LEI”); 

b. Execution of the KOR USA and applicable Addenda; 

c. Compliance with the KOR TR Rulebook and KOR TR Technical Specifications as published by KOR 

TR; and 

d. Successful passing of KOR Know Your Customer (“KYC”) procedures, which will include but be limited 

to compliance with Applicable Law, specifically those related to sanctions administered and enforced by 

the Office of Foreign Assets Control of the U.S. Department of the Treasury (“OFAC”). 

As a general policy, KOR TR requires all applicants to execute and submit KOR USA and applicable addenda 

in electronic form only. Paper copies will not be accepted.  

 

In the event a Client at any point fails to comply with any or all of the Client Criteria, such Client shall notify 

KOR immediately upon discovery. The notice must include a description of all relevant events associated with 

the failure, planned remediation where applicable, and any other information reasonably requested by KOR. 
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In order to submit data to KOR TR, a Market Participant must first become a Client by executing a Client 

Agreement and then writing to the KOR TR Application Programming Interface (“API”). The fields and 

validations for submission are defined in the KOR Technical Specification. Market Participants that only require 

view access must execute a Client Agreement and then can query and view their data via a web-based user 

interface (“UI”) without writing to the KOR API.   

14.0 Acceptance of reporting 

 

14. A designated trade repository must accept derivatives data from a participant for 

a transaction in a derivative of the asset class or classes set out in the designated 

trade repository’s designation order. 

 

 

KOR TR accepts, validates, and promptly records all TR Data and other required information for all 

transactions in its approved Asset Classes. KOR TR offers services in the following Asset Classes: Interest 

rate, credit, foreign exchange, equity and other commodity. KOR provides access to the KOR TR Services to 

all Market Participants for transactions in the aforementioned Asset Classes on a non-discriminatory basis.  

15.0 Communication policies, procedures and standards 

 

 

15. A designated trade repository must use or accommodate relevant 

internationally accepted communication procedures and standards in order to 

facilitate the efficient exchange of data between its systems and those of 

(a) its participants, 

(b) other trade repositories, 

(c) exchanges, clearing agencies, alternative trading systems, and other 

marketplaces, and 

(d) other service providers. 

 

KOR TR accepts, validates, and promptly records all TR Data and other required information for all 

transactions in its approved asset classes. KOR proposes to offer services in the following asset 

classes:  interest rate, credit, foreign exchange, equity and other commodity. KOR provides access to the TR 

Services to all Market Participants for transactions in the aforementioned asset classes on a non-discriminatory 

basis.  
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As a general matter, entities reporting TR Data to KOR TR are required to report all fields required by the 

Commission regulations, as applicable, and in accordance with the Canadian Technical Specification in 

addition to any additional fields prescribed by KOR and defined in the KOR TR Technical Specifications.  

 

KOR TR has established reliable and secure technological protocols that provide for electronic connectivity 

between KOR TR and its Clients.  Such protocols provide for the receipt of TR Data and can be found in the 

KOR TR User Guide and KOR TR Technical Specifications. KOR uses standard JSON messaging and follows 

reporting guidance based on the Critical Data Elements (“CDE”) where applicable.   

16.0 Due Process 

 

16. For a decision made by a designated trade repository that directly adversely 

affects a participant or an applicant that applies to become a participant, the 

designated trade repository must ensure that 

(a) the participant or applicant is given an opportunity to be heard or make 

representations, and 

(b) it keeps records of, gives reasons for, and provides for reviews of its decisions, 

including, for each applicant, the reasons for granting, denying or limiting access. 

 

KOR Reporting has the right to decline, revoke, or suspend a Client. Market Participants may be denied 

access pursuant to Applicable Law (e.g., OFAC) or the direction of a regulator), violation of KOR TR Rules, or 

improper use of the system. KOR shall notify the applicable regulator of any Client whose access has been 

denied, revoked, or suspended due to Applicable Law. The final determination to decline, revoke, or suspend a 

Client shall be made by the CCO.  

 

In the event a Client is denied, revoked, or suspended; KOR shall provide the Market Participant written notice 

containing the grounds for determination and the opportunity to appeal the decision to the CCO and BOD by 

written request. 

 

KOR may restore access to a Client after approval from the CCO and/or the BOD. The CCO shall take into 

consideration Applicable Law, regulatory requirements, and the Market Participant’s response to the cause of 

denial, revocation, or suspension. All decisions shall be documented when determining whether to restore 

access. 

17.0 Rules, policies and procedures 
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17. The rules, policies and procedures of a designated trade repository must 

 

(a) be clear and comprehensive and provide sufficient information to enable a 

participant to have an accurate understanding of its rights and obligations in 

accessing the services of the designated trade repository and the risks, fees, and 

other material costs they incur by using the services of the designated trade 

repository, 

 

(b) be reasonably designed to govern all aspects of the services offered by the 

designated trade repository with respect to the collection and maintenance of 

derivatives data and other information on a completed transaction, and 

 

(c) not be inconsistent with securities legislation. 

 

(2) A designated trade repository must monitor compliance with its rules, policies 

and procedures on an ongoing basis. 

 

(3) A designated trade repository must establish, implement, maintain and 

enforce written rules, policies and procedures for sanctioning non-compliance 

with its rules, policies and procedures. 

 

(4) A designated trade repository must publicly disclose on its website 

 

(a) its rules, policies and procedures referred to in this section, and 

 

(b) its procedures for adopting new rules, policies and procedures or amending 

existing rules, policies and procedures. 

 

(5) A designated trade repository must file its proposed new or amended rules, 

policies and procedures for approval in accordance with the terms and conditions 

of its designation order, unless the order explicitly exempts the designated trade 

repository from this requirement. 

 

 

KOR TR rules, policies, and procedures are made clear and comprehensive. They provide sufficient 

information including explanatory material written in plain language to enable a Client to have an accurate 

understanding of its rights and obligations in the use of KOR TR services, including the risks, fees, and other 

material costs Clients may incur. The rules are not and shall not be inconsistent with securities legislation. The 

rules, policies, and procedures are designed holistically to govern all aspects of KOR TR Services with respect 
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to the collection and maintenance of TR Data required to be reported and are consistent with Commission 

Regulations, as applicable.  

 

Where possible, KOR creates compliance reports to monitor the Client’s compliance with its rules. 

 

Non-compliance issues may be identified in a number of different ways including, but not limited to, any review 

conducted by the Compliance Department, look-back, internal or external audit finding, self-reported error, or 

validated complaint.  Upon being identified and/or brought to the attention of the CCO, they will document in 

the Compliance Items Log and track for reasonable prompt, and thorough investigation and remediation where 

appropriate.  Where the CCO is not the relevant stakeholder, he or she is responsible for escalating such 

matters in a prompt fashion to the relevant party.  Where a Client non-compliance issue is identified, KOR TR 

will to the extent possible, aid in the remediation. This does not preclude enforcement action by any other 

person or company, including the Commission or other regulatory body. 

 

The CCO or their designee is responsible for the investigation of any potential violation of the KOR TR 

Rulebook.  The CCO has the authority to request information from any Client as part of an investigation of any 

rule violation. Rule violations will be documented, and all supporting documentation will be retained.  If deemed 

necessary by the CCO, a Client or User’s access may be suspended or revoked.  The CCO is also responsible 

for making a decision to restore a Client or User’s access by conducting a comprehensive review of a Client’s 

compliance with regulatory requirements as well as KOR TR Rules, as applicable. 

 

The KOR Canadian TR Rulebook will be publicly available for review on the KOR website.  

18.0 Records of Data Reported 

 

18. A designated trade repository must design its recordkeeping procedures to 

ensure that it records derivatives data accurately, completely and on a timely basis. 

 

(2) A designated trade repository must keep, in a safe location and in a durable 

form, records of derivatives data in relation to a transaction for the life of the 

transaction and for a further 7 years after the date on which the transaction expires 

or terminates. 

 

(3) Throughout the period described in subsection (2), a designated trade repository 

must create and maintain at least one copy of each record of derivatives data 

required to be kept under subsection (2), in a safe location and in a durable form, 

separate from the location of the original record. 
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KOR TR maintains all TR Information, including, but not limited to, all documents, policies, and procedures 

required by the Commission's regulations, correspondence, memoranda, papers, books, notices, accounts, 

and other such records made or received by KOR TR in the course of its business.  KOR TR Information shall 

be maintained for a five-year period.  KOR will maintain its electronic records in a secure solution and will be 

readily accessible for the duration of the five-year period.  KOR has a fully digital policy and as such does not 

have paper records. All digital document records are required to be maintained and will be stored and readily 

accessible for at least two years and then may be moved to colder slower retrieval storage for the remainder of 

the five-year period.   

 

KOR TR maintains all TR Data and timestamps reported to or created by KOR TR, and all messages related to 

such reporting, throughout the existence of the transaction that is the subject of the TR Data and for seven 

years following the final termination of the transaction, during which time the records are readily accessible by 

KOR TR and available to the Commission via real-time electronic access. Throughout the period described, 

KOR shall create and maintain at least one copy of each record of derivatives data required to be kept, in a 

safe location and in a durable form, separate from the location of the original record.  

 

KOR has established appropriate systems and controls that help ensure the authenticity and reliability of 

electronic records.  As such, all electronic records shall be stored using systems that maintain the security, 

signature, and data as necessary to ensure the authenticity of the information contained in electronic 

records.  Such systems shall allow KOR to produce electronic records in accordance with this Section and 

ensure the availability of such regulatory records in the event of an emergency or other disruption of KOR’s 

electronic record retention systems.  The CCO or their designee is responsible for monitoring for compliance 

with this requirement.  Likewise, the CCO or their designee is responsible for creating and maintaining an up-

to-date inventory that identifies and describes each system that maintains information necessary for accessing 

or producing electronic records. 

 

19.0 Comprehensive risk-management framework 

 

19. A designated trade repository must establish, implement and maintain a 

written risk-management framework for comprehensively managing risks 

including business, legal, and operational risks. 

 

KOR TR, with respect to all TR Data in its custody, established and maintains a program of risk analysis and 

oversight to identify and minimize sources of operational risk through the development of appropriate controls 

and procedures and the development of automated systems that are reliable, secure and have adequate 

scalable capacity.  
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KOR TR established and maintains emergency procedures, backup facilities, and a business continuity-

disaster recovery plan that allows for the timely recovery and resumption of operations and the fulfillment of the 

duties and obligations of KOR TR, and periodically conducts tests to verify that backup resources are sufficient 

to ensure continued fulfillment of all duties of KOR TR established by the Act or the Commission’s regulations. 

 

The KOR TR program of risk analysis and oversight with respect to its operations and automated systems, at a 

minimum, addresses each of the following categories of risk analysis and oversight: 

a. Enterprise risk management and governance (Assessment, mitigation, and monitoring of security and 

technology risk; security and technology capital planning and investment; BOD and management 

oversight of technology and security; information technology audit and controls assessments; 

remediation of deficiencies; and any other elements of enterprise risk management and governance 

included in generally accepted best practices.) 

b. Information security (Access to systems and data (including least privilege, separation of duties, 

account monitoring and control); user and device identification and authentication; security awareness 

training; audit log maintenance, monitoring, and analysis; media protection; personnel security and 

screening; automated system and communications protection (including network port control, boundary 

defenses, encryption); system and information integrity (including malware defenses, software integrity 

monitoring); vulnerability management; penetration testing; security incident response and 

management; and any other elements of information security included in generally accepted best 

practices.) 

c. Business continuity – disaster recovery planning and resources (Regular, periodic testing and review of 

business continuity-disaster recovery capabilities, KOR TR’s controls and capabilities; and any other 

elements of business continuity-disaster recovery planning and resources included in generally 

accepted best practices.) 

d. Capacity and performance planning (Controls for monitoring KOR TR’s systems to ensure adequate 

scalable capacity (including testing, monitoring, and analysis of current and projected future capacity 

and performance, and of possible capacity degradation due to planned automated system changes); 

and any other elements of capacity and performance planning included in generally accepted best 

practices.) 

e. Systems operations (System maintenance; configuration management (including baseline 

configuration, configuration change and patch management, least functionality, inventory of authorized 

and unauthorized devices and software); event and problem response and management; and any other 

elements of system operations included in generally accepted best practices.) 

f. Systems development and quality assurance (Requirement’s development; pre-production and 

regression testing; change management procedures and approvals; outsourcing and vendor 
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management; training in secure coding practices; and any other elements of systems development and 

quality assurance included in generally accepted best practices.) 

g. Physical security and environmental controls. (Physical access and monitoring; power, 

telecommunication, and environmental controls; fire protection; and any other elements of physical 

security and environmental controls included in generally accepted best practices.) 

In addressing risk analysis and oversight, KOR follows generally accepted standards and best practices with 

respect to the development, operation, reliability, security, and capacity of automated systems.  

 

KOR TR has a comprehensive risk-management framework, including: 

a. Features of framework: KOR TR has a written risk-management framework (including policies, 

procedures, and systems) that enables it to identify, measure, monitor, and manage effectively the 

range of risks that arise in, or are borne by KOR. KOR TR’s framework includes the identification and 

management of risks that could materially affect its ability to perform or to provide services as 

expected, such as interdependencies. 

b. Establishing a framework: KOR TR has comprehensive internal processes to help its BOD and senior 

management monitor and assess the adequacy and effectiveness of its risk-management policies, 

procedures, systems, and controls. These processes are fully documented and readily available to the 

KOR TR’s personnel who are responsible for implementing them. 

c. Maintaining a framework: KOR TR regularly reviews the material risks it bears from and poses to, other 

entities (such as other Financial Market Infrastructures (“FMIs”), settlement banks, liquidity providers, or 

service providers) as a result of interdependencies, and develops appropriate risk-management tools to 

address these risks. These tools should include business continuity arrangements that allow for rapid 

recovery and resumption of critical operations and services in the event of operational disruptions and 

recovery or orderly wind-down plans should the trade repository become non-viable. 

KOR management works with all applicable departments on an ongoing basis to review and assess risks that 

could impact the business, legal, and operational risks faced by KOR. 

20.0 General business risk 

 

 

20. (1) A designated trade repository must establish, implement and maintain 

appropriate systems, controls and procedures to identify, monitor, and manage its 

general business risk. 
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(2) Without limiting the generality of subsection (1), a designated trade repository 

must hold sufficient insurance coverage and liquid net assets funded by equity to 

cover potential general business losses in order that it can continue operations 

and services as a going concern in order to achieve a recovery or an orderly wind 

down if those losses materialize. 

 

(3) For the purposes of subsection (2), a designated trade repository must hold, at 

a minimum, liquid net assets funded by equity equal to six months of current 

operating expenses. 

 

(4) A designated trade repository must identify scenarios that may potentially 

prevent it from being able to provide its critical operations and services as a going 

concern and assess the effectiveness of a full range of options for an orderly 

wind-down. 

 

(5) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures reasonably designed to facilitate its orderly 

wind-down based on the results of the assessment required by subsection (4). 

 

(6) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures to ensure that it or a successor entity, 

insolvency administrator or other legal representative, will continue to comply 

with the requirements of subsection 6(2) and section 37 in the event of the 

bankruptcy or insolvency of the designated trade repository or the wind-down of 

the designated trade repository’s operations. 

 

KOR TR manages general business risk by establishing, implementing, and maintaining appropriate systems, 

controls, and procedures. These measures are designed to identify, monitor, and manage the general 

business risk that may arise as a consequence of a decline in revenue or an increase in expenses. KOR TR 

holds sufficient insurance coverage and liquid net assets funded by equity to cover potential general business 

losses. It also maintains a minimum level of liquid net assets funded by equity equal to six months of current 

operating expenses. KOR TR identifies scenarios that may prevent it from providing critical operations and 

services and assesses a full range of options for an orderly wind-down. It also establishes and enforces written 

rules, policies, and procedures to facilitate an orderly wind-down or compliance in the event of bankruptcy or 

insolvency. These measures ensure that KOR TR can continue its operations and services as a going concern 

and fulfill its regulatory duties and obligations. 

 

KOR management and staff are also very actively involved in industry forums and working groups to identify 

business and regulatory requirements and to identify and assess any risks these might pose to KOR. 
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KOR TR maintains a business continuity-disaster recovery plan and business continuity-disaster recovery 

resources, emergency procedures, and backup facilities sufficient to enable timely recovery and resumption of 

its operations and resumption of the ongoing fulfillment of its regulatory duties and obligations following any 

disruption of its operations. The business continuity-disaster recovery plan and resources generally enable the 

resumption of KOR TR operations and the resumption of ongoing fulfillment of the duties and obligations of 

KOR TR. KOR TR updates and tests its business continuity-disaster recovery plan and emergency procedures 

at a frequency determined by an appropriate risk analysis, but at a minimum no less frequently than annually.  

 

These plans should allow KOR TR to provide continuous and undisrupted service, as backup systems ideally 

should commence processing immediately. Where a disruption is unavoidable, KOR TR is expected to provide 

prompt recovery of operations, meaning that it resumes operations within 2 hours following the disruptive 

event.  

 

An emergency event could include any external sources of operational risk, such as the failure of critical 

service providers or utilities, or events affecting a wide metropolitan area, such as natural disasters, terrorism, 

and pandemics. Business continuity planning encompasses all policies and procedures to ensure the 

uninterrupted provision of key services regardless of the cause of the potential disruption. 

 

21.0 Systems and other operational risk requirements 

 

 

21. (1) A designated trade repository must establish, implement, maintain and 

enforce appropriate systems, controls and procedures to identify and minimize 

the impact of all plausible sources of operational risk, both internal and external, 

including risks to data integrity, data security, business continuity and capacity 

and performance management. 

 

(2) The systems, controls and procedures established pursuant to subsection 

(1) must be approved by the board of directors of the designated trade 

repository. 

 

(3) Without limiting the generality of subsection (1), a designated trade 

repository must 

 

(a) develop and maintain 
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(i) an adequate system of internal controls over its systems, and 

 

(ii) adequate information technology general controls, including without 

limitation, controls relating to information systems operations, information 

security and integrity, change management, problem management, network 

support and system software support, 

 

(b) in accordance with prudent business practice, on a reasonably frequent 

basis and, in any event, at least annually 

 

(i) make reasonable current and future capacity estimates, and 

 

(ii) conduct capacity stress tests to determine the ability of those systems to 

process transactions in an accurate, timely and efficient manner, and promptly 

notify the Commission of a material systems failure, malfunction, delay or other 

disruptive incident, or a breach of data security, integrity or confidentiality, and 

provide a post-incident report that includes a rootcause analysis as soon as 

practicable. 

 

(4) Without limiting the generality of subsection (1), a designated trade 

repository must establish, implement, maintain and enforce business continuity 

plans, including disaster recovery plans reasonably designed to 

 

(a) achieve prompt recovery of its operations following a disruption, 

 

(b) allow for the timely recovery of information, including derivatives data, in the 

event of a disruption, and 

 

(c) provide for the exercise of authority in the event of an emergency. 

 

(5) A designated trade repository must test its business continuity plans, 

including disaster recovery plans, at least annually. 

 

(6) For each of its systems for collecting and maintaining reports of derivatives 

data, a designated trade repository must annually engage a qualified party to 

conduct an independent review and prepare a report in accordance with 

established audit standards to ensure that it is in compliance with paragraphs 

(3)(a) and (b) and subsections (4) and (5). 
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(7) A designated trade repository must provide the report prepared in 

accordance with subsection (6) to 

 

(a) its board of directors or audit committee promptly upon the completion of the 

report, and 

 

(b) the Commission not later than the 30th day after providing the report to its 

board of directors or audit committee. 

 

(8) A designated trade repository must publicly disclose on its website all 

technology requirements regarding interfacing with or accessing the services 

provided by the designated trade repository, 

 

(a) if operations have not begun, sufficiently in advance of operations to allow a 

reasonable period for testing and system modification by participants, and 

 

(b) if operations have begun, sufficiently in advance of implementing a material 

change to technology requirements to allow a reasonable period for testing and 

system modification by participants. 

 

(9) A designated trade repository must make available testing facilities for 

interfacing with or accessing the 

services provided by the designated trade repository, 

(a) if operations have not begun, sufficiently in advance of operations to allow a 

reasonable period for 

testing and system modification by participants, and 

(b) if operations have begun, sufficiently in advance of implementing a material 

change to technology 

requirements to allow a reasonable period for testing and system modification 

by participants. 

 

(10) A designated trade repository must not begin operations in Ontario unless it 

has complied with paragraphs 

(8)(a) and (9)(a). 

 

(11) Paragraphs (8)(b) and (9)(b) do not apply to a designated trade repository if 

 

(a) the change to its technology requirements must be made immediately to 

address a failure, malfunction or material delay of its systems or equipment, 
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(b) the designated trade repository immediately notifies the Commission of its 

intention to make the change to its technology requirements, and 

 

(c) the designated trade repository publicly discloses on its website the changed 

technology requirements as soon as practicable. 

 

Utilizing the ISO 27001 security framework, KOR has established a comprehensive risk-management process 

central to its security posture, ensuring proper controls are in place to protect the confidentiality, integrity, and 

availability of its proprietary software, confidential client data, and services provided.  

 

The risk management process aims to identify and minimize potential impacts of all plausible sources of 

internal and external financial, operational, regulatory, reputational, strategic, and commercial risks. Once risks 

are identified, risk treatment plans are developed to mitigate these risks to an acceptable level.  Risk treatment 

plans may include policies, processes, procedures, technical security controls, and employee training to 

mitigate the risk. The risk management process is overseen by KOR’s BOD.  The BOD reviews all risks and 

shall approve risk treatment plans before they are implemented.       

 

KOR has configured several internal and external operational alerting systems and processes, to measure, 

monitor, and assess the adequacy and effectiveness of its risk-management policies, procedures, systems, 

and controls.  

In compliance with regulatory and KOR’s adopted security framework standards, KOR conducts regular, 

periodic testing and internal audits of its automated systems, including constant vulnerability testing, external 

and internal penetration testing, controls testing, capacity testing, and effectiveness of key controls.   

 

All KOR policies, processes, procedures, and security controls are reviewed yearly by certified independent 

auditors for KOR’s ISO 27001 certification and SOC2 certification.   

 

KOR has implemented and maintains robust incident response, business continuity, and disaster recovery 

plans.  These plans are tested and updated several times throughout the year for continual improvement.  

Through KOR’s vendor management process, KOR regularly reviews the material risks it bears from and 

poses to other entities and develops appropriate risk-management tools, including business continuity 

arrangements, to address these risks. 

 

KOR TR has testing facilities that offer Clients the ability to test both the current production release and the 

next upcoming release(s) in advance of material changes to technology requirements to allow Clients a 

reasonable period to test their modified systems and interfaces with KOR TR. In determining what a 

reasonable period is, KOR TR shall consult with Clients and that a reasonable period would allow all Clients a 
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reasonable opportunity to develop, implement, and test systems changes. This is only applicable for changes 

that require end-point changes to be made by the Client to submit data to KOR. 

 

KOR Clients connect and submit data to the KOR TR via a JSON message as described in published in KOR’s 

technical specifications. 

 

22.0 Data security and confidentiality 

 

 

22. (1) A designated trade repository must establish, implement, maintain and 

enforce written rules, policies and procedures reasonably designed to ensure the 

safety, privacy and confidentiality of the derivatives data. 

 

(2) A designated trade repository must not release derivatives data for 

commercial or business purposes unless 

 

(a) the derivatives data has otherwise been disclosed pursuant to section 39, or 

 

(b) the counterparties to the transaction have provided the designated trade 

repository with their express written consent to use or release the derivatives 

data. 

 

KOR accepts and maintains TR data and TR information received from reporting counterparties and authorized 

service providers. This information is highly privileged, and the disclosure, misappropriation or misuse, 

inadvertent or otherwise, of such information is prohibited and could provide anyone in possession of such 

information an unfair advantage.  KOR TR is required to maintain the privacy and confidentiality of any and all 

derivatives data received.  This KOR TR Access Policy and its procedures and safeguards are part of the 

compliance program established and employed by KOR to protect and limit access to the TR data it receives 

and maintains.  

 

KOR is committed to protecting its proprietary, confidential and personal information, including information 

relating to its business, clients, vendors, strategic partners, employees and other third parties. KOR is also 

committed to ensuring that the TR and its other operational systems have high reliability, availability, and 

capacity. 

 

KOR has adopted a System Safeguard Policy to set forth a framework that: 
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a. Documents systems including internal information system resources and outsourced environments and 

applications. 

b. Analyzes the vulnerabilities of each system. 

c. Outlines specific safeguards undertaken for each system, including: 

i. Physical environment 

ii. System protections 

iii. Personnel training and screening 

iv. User access controls 

d. Outlines a detection, response, and remediation plan. 

e. Details testing procedures to be conducted by an independent third party and how management will 

respond to testing results. 

f. Sets out specific responsibilities and governance for system safeguards. 

Generally, data accepted and maintained by KOR TR may not be used for commercial or business purposes 

by KOR TR or any of its affiliated entities.  

 

KOR TR has implemented adequate “firewalls” or controls to protect the reported TR Data required to be 

maintained from any improper commercial use. A Client that submits TR Data maintained by KOR TR, may 

permit the commercial use by providing express written consent.  Such consent is not a requirement to report 

to KOR TR. If such Client consent is given, KOR may not make such consented data available for commercial 

use prior to its public dissemination.  

 

23.0 Confirmation of data and information 

 

 

23. (1) A designated trade repository must establish, implement, maintain and enforce 

written rules, policies and procedures to confirm with each counterparty to a 

transaction, or agent acting on behalf of such counterparty, that the derivatives data 

that the designated trade repository receives from a reporting counterparty, or from a 

party to whom a reporting counterparty has delegated its reporting obligation under 

this Rule, is accurate. 
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(2) Despite subsection (1), a designated trade repository need only confirm the 

accuracy of the derivatives data it receives with those counterparties that are 

participants of the designated trade repository. 

 

KOR verifies the accuracy and completeness of Transaction Data that it receives from Clients. 

 

Each Reporting Counterparty shall verify that there are no errors in the Transaction Data for all open 

transactions that the Reporting Counterparty reported, or was required to report, to a Trade Repository. KOR 

TR provides a mechanism that allows each Reporting Counterparty (or their delegated reporter) that is a Client 

a view of the most recent validated and accepted open transactions for each field that was required to be 

reported for which the Client is serving as or representing the Reporting Counterparty. This information will 

allow Clients to successfully perform transaction data verification required.  

 

KOR TR provides Clients with a positive acknowledgment (“ACK”) or negative acknowledgment (“NACK”) for 

all messages submitted to KOR TR including a detailed error message for all NACKS that identifies what 

validations failed. It is the duty of the Client to monitor and correct these errors. Clients will have access to a 

report of all open error messages that shall be reviewed and resolved As Soon As Technologically Practicable 

(“ASATP”). If a message was submitted in error and failed validations, the Client must correct and resubmit the 

message until it passes all validations per the KOR Technical Specifications. 

24.0 Outsourcing 

 

 

24. If a designated trade repository outsources a material service or system to a 

service provider, including to an associate or affiliate of the designated trade 

repository, the designated trade repository must 

 

(a) establish, implement, maintain and enforce written rules, policies and 

procedures for the selection of a service provider to which a material service or 

system may be outsourced and for the evaluation and approval of such an 

outsourcing arrangement, 

 

(b) identify any conflicts of interest between the designated trade repository and a 

service provider to which a material service or system is outsourced, and 

establish, implement, maintain and enforce written rules, policies and procedures 

to mitigate and manage those conflicts of interest, 
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(c) enter into a written contract with the service provider that is appropriate for the 

materiality and nature of the outsourced activity and that provides for adequate 

termination procedures, 

 

(d) maintain access to the books and records of the service provider relating to 

the outsourced activity, 

 

(e) ensure that the Commission has the same access to all data, information and 

systems maintained by the service provider on behalf of the designated trade 

repository that it would have absent the outsourcing arrangement, 

 

(f) ensure that all persons conducting audits or independent reviews of the 

designated trade repository under this Rule have appropriate access to all data, 

information and systems maintained by the service provider on behalf of the 

designated trade repository that such persons would have absent the outsourcing 

arrangement, 

 

(g) take appropriate measures to determine that a service provider to which a 

material service or system is outsourced establishes, maintains and periodically 

tests an appropriate business continuity plan, including a disaster recovery plan 

in accordance with the requirements under section 21, 

 

(h) take appropriate measures to ensure that the service provider protects the 

safety, privacy and confidentiality of derivatives data and of users’ confidential 

information in accordance with the requirements under section 22, and 

 

(i) establish, implement, maintain and enforce written rules, policies and 

procedures to regularly review the performance of the service provider under the 

outsourcing arrangement. 

 

KOR meets outsourcing requirements by following a set of policies, procedures, systems, and controls. These 

measures ensure that KOR continues to comply with its obligations under relevant regulations and rules. Here 

are some key aspects of KOR's outsourcing controls: 

a. Clear Expectations and Requirements: Before outsourcing any regulatory functions, KOR establishes 

clear expectations and requirements for the service provider. This includes specific regulatory 

requirements and internal policies or procedures that the service provider must follow. These 

expectations and requirements are documented in the outsourcing agreement. 
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b. Due Diligence: KOR conducts due diligence before engaging an outsourced service provider. This 

involves assessing the provider's expertise, experience, and resources to ensure they can effectively 

perform the regulatory functions. Due diligence includes reviewing the provider's operational and 

compliance history, conducting interviews, and reviewing internal policies and procedures. 

c. Monitoring: KOR conducts regular monitoring of the outsourced functions to ensure that the service 

provider is meeting the agreed-upon service level requirements. This monitoring includes reviewing 

service level agreements, key performance indicators, and other relevant metrics. The monitoring 

activities are documented. 

d. Policies and Procedures: The service provider must have documented policies and procedures that 

outline how they will provide the outsourced functions. These policies and procedures are reviewed and 

approved by KOR to ensure compliance with regulatory and commercial requirements. They include 

descriptions of how the service provider will meet service level agreements, performance metrics, and 

handle issues or incidents. 

e. Systems and Controls: The service provider must have systems and controls in place to ensure they 

can provide the outsourced functions in accordance with the agreed-upon requirements. These 

systems and controls are reviewed and approved by KOR to ensure compliance with KOR's 

requirements. They include monitoring and reporting on performance, handling incidents and issues, 

and ensuring data security and confidentiality. 

f. Access to Information: KOR ensures that it has access to all books, records, and other information of 

the service provider relating to the outsourced functions. This access is necessary for monitoring and 

oversight purposes. KOR also ensures that regulators have the same access to relevant data, 

information, and systems maintained by the service provider. 

g. Written Contract: All outsourcing arrangements are covered by a written contract with the service 

provider. The contract is appropriate for the nature and materiality of the outsourced activity and 

includes adequate termination procedures. 

These measures help KOR effectively manage compliance and regulatory risks associated with outsourcing 

while ensuring that the service provider meets the necessary requirements. 

 

There are currently no such outsourced third-party providers that have access to data maintained by KOR 

TR.   

 

KOR has only outsourced affiliates of the TR to have access to data maintained by KOR TR. KOR has an 

inter-company agreement with KOR Financial Inc. that outlines the nature and extent of the contractual 

agreement between the two entities. The agreement includes provisions for trade repository software-as-a-

service (SaaS) to meet regulatory requirements, infrastructure hosting, technical, operational, and business 
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support for KOR. It also covers corporate support services including legal, accounting, billing, and human 

resources. 

 

To the extent that KOR determines to grant any additional outsourced access in the future, the CCO will be 

responsible for reviewing the relationship and associated documentation in accordance with this Section prior 

to granting access to the third party.  

29.0 Unique transaction identifier 

 

 

29. (1)    A designated trade repository must identify each transaction that is 

required to be reported under this Rule in all recordkeeping and all reporting 

required under this Rule by means of a unique transaction identifier. 

 

(2) A designated trade repository must assign a unique transaction identifier to a 

transaction, using its own methodology or incorporating a unique transaction 

identifier previously assigned to the transaction. 

 

(3) A designated trade repository must not assign more than one unique 

transaction identifier to a transaction. 

 

Each transaction shall be identified in all recordkeeping and all Data reporting by the use of a Unique 

Transaction Identifier (“UTI”), which shall be created, transmitted, and used for each transaction.  

 

Each registered entity and transaction counterparty shall include the UTI for a transaction in all of its records 

and all of its Transaction Data reporting concerning that transaction, from the time it creates or receives the 

UTI as provided in this section, throughout the existence of the transaction and for as long as any records are 

required by the Commission regulations to be kept concerning the transaction, regardless of any life-cycle 

events concerning the transaction, including, without limitation, any changes with respect to the counterparties 

to the transaction.  

 

KOR TR does not allow any new trade executed on or after UTIs are implemented to be submitted with a 

previously accepted UTI format.  

 

Every submission to KOR TR must contain the appropriate UTI, otherwise, the submission will be rejected. 

KOR TR validates the format and uniqueness of every UTI. If a party submits the incorrect UTI, they must error 

that UTI and resubmit the transaction as a new message with the correct UTI. When the correct UTI is 
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submitted it will be considered a new trade and if it is submitted after the required reporting timelines, will be 

classified as a late report.  

 

A transaction in this context means a transaction from the perspective of all counterparties to the transaction. 

For example, both counterparties to a single swap transaction would identify the transaction by the same single 

identifier. The UTI uniqueness will be validated based on the UTI plus Counterparty 1 and Counterparty 2, 

where each counterparty can be either Counterparty 1 or 2 as both may report independently. 

 

For a bilateral transaction that is novated to a clearing agency, the reporting of the novated transactions should 

reference the UTI of the original bilateral transaction 

 

For each Off-Facility Transaction for which the Reporting Counterparty is not a derivatives dealers counterparty 

that is not a financial entity, the Reporting Counterparty shall either: Create and transmit a UTI; or request that 

the Trade Repository to which required transaction creation data will be reported and transmit a UTI.  

 

KOR TR supports such UTI generation requests from a Reporting Counterparty by offering a facility on its UI 

and accessible via API to create the client-defined number of UTIs which shall be immediately created within 

seconds. The UTI shall consist of a single data element with a maximum length of 52 characters that contains 

two components: (i) The legal entity identifier of the Trade Repository; and (ii) An uppercase alphanumeric 

code generated and assigned to that transaction by the automated systems of KOR TR, which shall be unique 

with respect to all such codes generated and assigned by KOR TR. The Reporting Counterparty is then 

obligated to submit the provided UTI for all messages regarding that transaction.  

37.0 Data available to regulators 

 

 

37. (1) A designated trade repository must, at no cost 

 

(a) provide to the Commission direct, continuous and timely electronic access to 

such data in the designated trade repository’s possession as is required by the 

Commission in order to carry out the Commission’s mandate, 

 

(b) accept and promptly fulfil any data requests from the Commission in order to 

carry out the Commission’s mandate, 

 

(c) create and make available to the Commission aggregate data derived from data 

in the designated trade repository’s possession as required by the Commission in 

order to carry out the Commission’s mandate, and 
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(d) disclose to the Commission the manner in which the derivatives data provided 

under paragraph (c) has been aggregated. 

 

(2) A designated trade repository must conform to internationally accepted 

regulatory access standards applicable to trade repositories. 

 

(3) A reporting counterparty must use its best efforts to provide the Commission 

with access to all derivatives data that it is required to report pursuant to this 

Rule, including instructing a trade repository to provide the Commission with 

access to such data. 

 

KOR will provide the Commission or the Commission's Designee with direct electronic access to the KOR 

TR.  Electronic access includes the ability of the Commission to access, download, or receive a direct real-time 

feed of derivatives data maintained by KOR’s designated trade repository.  

 

Such access includes the proper tools for the monitoring, screening, and analyzing of transaction data and is 

similar to those that are used by KOR TR Compliance.  Pursuant to the access policy, a current list of those 

individuals who are granted access on the Commission’s behalf are provided to the Commission and should be 

reviewed on a periodic basis.  

 

KOR TR shall, at no cost 

a. provide to the Commission direct, continuous, and timely electronic access to such data in KOR TR’s 

possession as is required by the Commission in order to carry out the Commission’s mandate, 

b. accept and promptly fulfill any data requests from the Commission in order to carry out the 

Commission’s mandate, 

c. create and make available to the Commission aggregate data derived from data in KOR TR’s 

possession as required by the Commission in order to carry out the Commission’s mandate, and 

d. disclose to the Commission the manner in which the derivatives data provided under paragraph (c) has 

been aggregated. 

The derivatives data covered by this subsection are data necessary to carry out the Commission’s mandate to 

protect against unfair, improper, or fraudulent practices, to foster fair and efficient capital markets, to promote 

confidence in the capital markets, and to address systemic risk. This includes derivatives data with respect to 

any transaction or transactions that may impact the applicable regulator’s capital markets. 
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Transactions that reference an underlying asset or class of assets with a nexus to the applicable regulator’s 

province/territory or Canada can impact the applicable regulator’s capital markets even if the counterparties to 

the transaction are not local counterparties. Therefore, the Commission has a regulatory interest in 

transactions involving such underlying interests even if such data is not submitted pursuant to the reporting 

obligations in the Rule, but is held by a designated trade repository.  

 

For this requirement, KOR only provides access to any data that is contained within the KOR Canadian TR and 

not any other trade repositories managed by KOR (e.g., CFTC SDR). The Canadian regulators only have 

access to transactions reported for local counterparties under their supervision. 

 

KOR TR shall conform to internationally accepted regulatory access standards applicable to trade repositories. 

Trade repository regulatory access standards have been developed by CPSS and IOSCO. KOR TR will 

comply with the access recommendations in CPSS-IOSCO’s final report. 

 

From time to time, and as requested by the Commission, KOR may deliver reports to the Commission based 

on parameters set forth in writing by the Commission.  

38.0 Data available to counterparties 

 

38. (1) A designated trade repository must provide counterparties to a transaction 

with timely access to all derivatives data relevant to that transaction which is 

submitted to the designated trade repository. 

 

(2) A designated trade repository must have appropriate verification and 

authorization procedures in place to deal with access pursuant to subsection (1) by 

non-reporting counterparties or a party acting on behalf of a nonreporting 

counterparty. 

 

(3) Each counterparty to a transaction is deemed to have consented to the release 

of all derivatives data required to be reported or disclosed under this Rule. 

 

(4) Subsection (3) applies despite any agreement to the contrary between the 

counterparties to a transaction. 

 

KOR provides counterparties to a transaction with timely access to all derivatives data relevant to that 

transaction which is submitted to KOR TR. 

 



 

 
KOR Canadian TR Application |  KOR 

September 18, 2023 Page 38 of 41 

KOR has appropriate verification and authorization procedures in place to deal with access by non-reporting 

counterparties or a party acting on behalf of a non-reporting counterparty. 

 

Each counterparty to a transaction is deemed to have consented to the release of all derivatives data reported 

to KOR. This applies despite any agreement to the contrary between the counterparties to a transaction. 

 

Any counterparty that has executed a Client Agreement may access TR Data to which they are a party. In 

order to execute a Client Agreement, the market participant must first obtain and provide their LEI to KOR TR. 

Where a Client has authorized a third-party service provider or another Client under the same ultimate parent 

to submit on its behalf and/or access its data, KOR will provide access to the delegated reporter or Client as 

long as it has executed the Client Agreement and appropriate addendums, and the Client has granted 

permission through the Client portal. 

 

As a general policy, KOR TR requires all applicants to execute and submit Client Agreements in electronic 

form only.  Paper copies will not be accepted. Any exceptions to this general policy must be granted in 

advance by the CCO or their designee. All Client Agreements will be maintained in accordance with KOR TR’s 

recordkeeping policies. 

 

For transactions executed on platform, the platform will not have access to the data unless they were the 

delegated reporter and submitter of the message.  

 

Clearing members who have executed the appropriate Client Agreement and annexes may access 

transactions where they are listed as the clearing member.  

 

Investment managers that have executed the appropriate Client Agreement and annexes and been granted 

access from their managed funds which are Clients, may access transactions where they are a counterparty or 

the executing agent.  

39.0 Data available to public 

 

(1) A designated trade repository must, on a periodic basis, create and make available to the public, 

at no cost, aggregate data on open positions, volume, number and price, relating to the transactions 

reported to it pursuant to this Rule. 

 

(2) The periodic aggregate data made available to the public pursuant to subsection (1) must be 

complemented at a minimum by breakdowns, where applicable, by currency of denomination, 

geographic location of reference entity or asset, asset class, contract type, maturity and whether the 

transaction is cleared. 
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(3) A designated trade repository must make transaction level reports of the data indicated in the 

column entitled “Required for Public Dissemination” in Appendix A for each transaction reported 

pursuant to this Rule available to the public at no cost not later than 

 

(a) the end of the day following the day on which it receives the data from the reporting counterparty 

to the transaction, if one of the counterparties to the transaction is a derivatives dealer, or 

 

(b) the end of the second day following the day on which it receives the data from the reporting 

counterparty to the transaction in all other circumstances. 

 

(4) In disclosing transaction level reports required by subsection (3), a designated trade repository 

must not disclose the identity of either counterparty to the transaction. 

 

(5) A designated trade repository must make the data required to be made available to the public 

under this section available in a usable form through a publicly accessible website or other publicly 

accessible technology or medium. 

 

(6) Despite subsections (1) to (5), a designated trade repository is not required to make public any 

derivatives data for transactions entered into between affiliated companies as defined under 

subsection 1(2) of the Act. 

 

KOR shall make data available to the public as directed by the Commission and in accordance with applicable 

regulations. 

 

Transaction Level 

 

KOR TR shall make Transaction level public reporting data freely available on the KOR website for one year 

after the initial Public Dissemination of such data and shall make instructions available on the said website on 

how to download and search such data. 

 

KOR TR shall Publicly Disseminate the information described in the rules for the Transaction and Pricing Data, 

as applicable, in the form and manner provided in the KOR TR Technical Specifications.  

 

KOR TR shall require any data and fields necessary to compare the Transaction and Pricing Data that was 

publicly disseminated to the data reported to KOR or to confirm that parties to a Transaction have reported in a 

timely manner pursuant as described in the User Guide. Such additional information shall not be publicly 

disseminated by KOR. 
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Transaction and Pricing Data that is publicly disseminated shall not disclose the identities of the parties to the 

Transaction or otherwise facilitate the identification of a party to a Transaction. KOR shall not publicly 

disseminate such data in a manner that discloses or otherwise facilitates the identification of a party to a 

Transaction. 

 

KOR has implemented rounding practices consistent with Applicable Rule(s). KOR will disseminate the 

notional or principal amounts of a publicly reportable Transaction subject to rounding as prescribed. KOR has 

implemented capping practices consistent with Applicable Rule(s). KOR will disseminate the notional or 

principal amounts of a publicly reportable Transaction subject to capping as prescribed. 

 

KOR must disseminate the publicly reportable messages 48 hours after the time and date represented by the 

execution or event timestamp field of the Transaction. 

 

Aggregate Level 

 

KOR must, on a periodic basis, create and make available to the public, at no cost, aggregate data on open 

positions, volume, number, and, where applicable, price, relating to the Transactions reported to it pursuant to 

Applicable Rule(s) and orders. 

 

The periodic aggregate data made available to the public must be complemented at a minimum by 

breakdowns, where applicable, by the currency of denomination (the currency in which the derivative is 

denominated), Asset Class, contract/product type (e.g., options, forwards, or swaps), maturity (broken down 

into maturity ranges), and whether the Transaction is cleared.  

 

KOR must make the data required to be made available to the public in a usable form through a publicly 

accessible website or other publicly accessible technology or medium. Such Transaction data is available on 

KOR TR’s website. 

40.0 Submissions 

KOR submits that it meets the criteria set out for designation as a trade repository, all as outlined in OSC Rule 

91-507. KOR further submits that it would be appropriate and would not be contrary to the public interest for 

the OSC to impose minimal terms and conditions on KOR pursuant to its designation due to the fact that it is 

already subject to appropriate regulatory oversight by the CFTC in the U.S. 

41.0 Enclosures 

In support of this application, we are enclosing a draft form of order.  

 

We note that KOR previously paid the application fee to the OSC. 
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42.0 Consent to Publication 

KOR consents to the publication of this application for public comment in the OSC Bulletin and website. 
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