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1.1.2 CSA Staff Notice 23-309 – Frequently Asked Questions about the Order Protection Rule and Intentionally 
Locked or Crossed Markets – Part 6 of National Instrument 23-101 and Related Companion Policy 

 
CANADIAN SECURITIES ADMINISTRATORS 

STAFF NOTICE 23-309 
 

FREQUENTLY ASKED QUESTIONS ABOUT THE ORDER PROTECTION RULE AND INTENTIONALLY LOCKED OR 
CROSSED MARKETS – PART 6 OF NATIONAL INSTRUMENT 23-101 AND RELATED COMPANION POLICY 

 
The purpose of this notice is to answer some of the frequently asked questions (FAQs) regarding the Order Protection Rule 
(OPR) and the prohibition against intentionally locking or crossing markets.   
 
The list of FAQs below is not exhaustive, but it includes key issues and questions discussed by the Trade-through 
Implementation Committee1 or raised by other stakeholders.  Staff of the Canadian Securities Administrators (CSA or we) may 
update these FAQs from time to time as necessary. 
 
Some terms we use in this notice are defined in National Instrument 21-101 Marketplace Operation (NI 21-101) or in National 
Instrument 23-101 Trading Rules (NI 23-101). 
 
Effective on February 1, 2011, the OPR will require marketplaces as well as marketplace participants that send directed-action 
orders (DAOs), to establish, maintain and ensure compliance with written policies and procedures that are reasonably designed 
to prevent trade-throughs.  To assist marketplaces and marketplace participants in developing these policies and procedures 
and complying with the OPR, we have compiled some of the issues and questions related to the OPR in the form of FAQs, 
together with our responses to the questions. 
   
This notice also contains some FAQs regarding the provision that prohibits marketplace participants from intentionally locking or 
crossing markets.  This provision is found in Part 6 of NI 23-101 but is separate from the OPR and is currently in force. 
 
A. COMPLIANCE WITH OPR REQUIREMENTS 
 
A-1 Q: When an entity is routing a DAO through a dealer that is a marketplace participant2, who will be responsible for the 

proper use of the DAO marker? 
 

A: A DAO may be routed in a variety of ways.  We describe a number of DAO routing scenarios below and identify 
where the responsibility for proper use of the DAO marker would lie in each instance. 

 
A: Scenario 1 
 
 
 
 
 
 
Dealer A is a marketplace participant but not a member or subscriber of Marketplace X. Dealer A’s orders reach 
Marketplace X through Dealer B, which is a marketplace participant of Marketplace X. We consider this to be a jitney 
relationship between Dealer A and Dealer B.  Under the OPR, regulatory responsibility for the proper use of a DAO 
marker rests with both Dealer A and Dealer B, since both are marketplace participants.  However, they can agree 
about which of them will ensure proper use of the DAO marker. It is our view that reasonably designed written policies 
and procedures for Dealer A and Dealer B, respectively, include both clearly identifying which of them will ensure 
proper use of the DAO marker and requiring the other’s acknowledgement. 

 
Scenario 2 
 
             
 
 
 
 

                                                           
1  The Trade-through Implementation Committee is an open membership committee comprised of representatives of dealers, marketplaces 

and vendors that has been meeting periodically since February 2009 to identify and resolve issues regarding the implementation of the 
OPR. 

2  NI 21-101 defines a marketplace participant to mean a member of an exchange, a user of a quotation and trade reporting system, or a 
subscriber of an ATS. 
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Dealer C is not a marketplace participant, therefore we consider this to be a client relationship between Dealer C and 
Dealer B.  Dealer B is the only marketplace participant in this instance and therefore is responsible for proper usage of 
the DAO marker.   

 
Scenario 3 

 
 
 
 
 
 
 
In this scenario, because Institutional Investor D is not a marketplace participant, we would consider this to be a client 
relationship between Institutional Investor D and Dealer B.  Dealer B is the only marketplace participant in this scenario 
and therefore is responsible for proper usage of the DAO marker.  
 
We note that it is up to a dealer to determine whether it will allow its clients to send DAOs to a marketplace via direct 
market access.  In our view, reasonably designed written policies and procedures for a dealer offering this arrangement 
would include documenting this decision and the client’s obligations. 
 
Scenario 4 

 
 
 
 
 

 
 

This scenario also represents a client relationship; however it is between an institutional investor that is a marketplace 
participant and a dealer that is a marketplace participant of Marketplace X. Like Scenario 1, since both entities are 
marketplace participants, regulatory responsibility for the proper use of a DAO marker rests with both the institutional 
investor and the dealer. However, they can agree about which of them will ensure proper use of the DAO marker. It is 
our view that reasonably designed written policies and procedures for the institutional investor and dealer, respectively, 
include both clearly identifying which of them will ensure proper use of the DAO marker and requiring the other’s 
acknowledgement.   
 
Scenario 5 
 
 
 
 
 
If an institutional investor is a subscriber to an ATS, then that institutional investor is responsible for ensuring the proper 
use of the DAO marker on DAOs it sends directly to that ATS. 

 
A-2 Q: Who will enforce the OPR? 
 

A: The OPR will be a CSA-level rule that will be enforced by the CSA.  In addition, dealers will be subject to the 
Universal Market Integrity Rules (UMIR) of the Investment Industry Regulatory Organization of Canada (IIROC) related 
to the OPR and related policies, procedures and supervision.  As all marketplaces have retained IIROC as a regulation 
services provider, IIROC will monitor compliance with UMIR and the OPR through its compliance reviews and 
surveillance of trading of its members (including ATSs) and access persons. 3 The CSA will also assess compliance of 
the OPR through their oversight reviews of exchanges. 

 
A-3 Q: Sections 6.1(2) and 6.2(1) of Companion Policy 23-101CP (23-101 CP) will say that marketplaces or marketplace 

participants that use a DAO are expected to maintain relevant information so that the effectiveness of its policies and 
procedures can be adequately evaluated by regulatory authorities. What type of documentation needs to be kept in 
order to satisfy this expectation? 

 
A: Each marketplace and marketplace participant that uses a DAO must regularly review its OPR policies and 
procedures.  These reviews cover the effectiveness of the policies and procedures in place including the testing of any 

                                                           
3  “Access person” is defined in UMIR as “ a person other than a Participant who is: (a) a subscriber; or (b) a user”.  
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system used to facilitate OPR compliance.  We recommend retaining documentation related to the reviews, any 
deficiencies found and any actions taken to address the deficiencies. 
 
We also recommend that a marketplace or marketplace participant that uses a DAO keep or have access to a 
snapshot of what the market looked like at the time of making the routing decision and sending the DAO.  

 
A-4 Q: Will the OPR require marketplaces to cancel any portion of a DAO that cannot be executed immediately? 
 

A: No, the definition of a DAO will allow a marketplace to either book or cancel any unexecuted remainder of a DAO.  
Therefore, as part of its policies and procedures, a marketplace needs to clearly describe how it will treat unexecuted 
portions of DAOs and marketplace participants that send DAOs should verify the treatment of the DAO marker on that 
marketplace. To ensure the immediate cancellation of any remainder of a DAO that is not initially executed, 
marketplaces and marketplace participants sending a DAO should use the immediate-or-cancel (IOC) or fill-or-kill 
(FOK) designation if appropriate.   

 
A-5 Q: Would the following scenario be compliant with the OPR: A marketplace participant that facilitates a manual block 

trade for a customer at a price that does not trade through a protected order at the time of the match, but when the 
trade is printed on a marketplace, the price is inferior to a protected order on another marketplace? 

 
A: Yes, subsections 6.2(d) and 6.4(a)(iii) of NI 23-101 will provide some relief due to moving or changing markets.     
 
Subsection 6.3(c) of 23-101CP (which discusses the “changing markets” exception in detail) states that the “changing 
markets” exception would allow for the execution of an order on a marketplace, within the best bid or offer on that 
marketplace but outside the best bid or offer displayed across marketplaces in the above circumstance. 

 
A-6 Q: When a new marketplace launches, what OPR requirements must be met by: (i) the new marketplace, (ii) 

marketplaces in operation at that time and (iii) marketplace participants sending DAOs? 
 

A: A new marketplace will have to establish, and be able to maintain and ensure compliance with, written policies and 
procedures that are reasonably designed to prevent trade-throughs prior to its launch.   
 
A new marketplace is required under subsection 12.3(1) of NI 21-101 to publicly make available, for at least three 
months immediately before its operations begin, technology requirements regarding interfacing with or access to the 
marketplace in their final form.  After publishing its technology requirements, subsection 12.3(2) of NI 21-101 requires a 
new marketplace to make testing facilities for interfacing with and accessing the marketplace publicly available for at 
least two months immediately before its operations begin. 
 
A marketplace in operation at that time or a marketplace participant that sends DAOs should ensure it has appropriate 
access to the new marketplace in order to comply with its own OPR obligations.  

 
B.  SYSTEMS ISSUES REQUIREMENTS 
 
B-1 Q: Will OPR requirements continue to apply when data is interrupted due to technical problems experienced by the 

information processor, an information vendor or an independent software vendor? 
 

A: Yes, because the OPR will require that a marketplace or marketplace participant that sends DAOs establish, 
maintain and ensure compliance with written policies and procedures that are reasonably designed to prevent trade-
throughs.  Reasonably designed policies and procedures would include steps to address data interruptions.  

 
We note that if a trade-through occurs due to a failure, malfunction or material delay   of the systems, equipment or 
ability to disseminate marketplace data of the destination marketplace, the systems issues exception may be invoked. 

 
B-2 Q: Subsection 6.3(1) of NI 23-101 will require that when a marketplace is aware it is experiencing a failure, malfunction 

or material delay of its systems, equipment or ability to disseminate marketplace data, it will inform all other 
marketplaces, its marketplace participants, any information processor, and any regulation services providers of the 
issue.  What elements should be included in the policies and procedures of a marketplace with respect to this 
notification requirement? 

 
A: In addition to notifying other marketplaces, marketplace participants, the information processor and the regulation 
services provider as will be required under subsection 6.3(1), marketplace policies and procedures should also address 
the requirement to promptly notify its regulator or, in Québec, the securities regulatory authority and, if applicable, its 
regulation services provider, of any material systems failure, malfunction or delay under subsection 12.1(c) of NI 21-
101. 
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In addition, marketplaces have jointly created the “Canadian Marketplace Communication Protocol for Unplanned 
Service Interruptions”, found at Schedule A of this Notice.  This document sets out the elements and parameters 
around the notification procedures and protocols for the listed marketplaces which we recommend be included or 
referenced in the policies and procedures of all marketplaces. 

 
B-3 Q: Subsections 6.3(2) and 6.3(3) of NI 23-101 will require that when a marketplace or marketplace participant suspects 

that a destination marketplace is experiencing a failure, malfunction or material delay of its systems, equipment or 
ability to disseminate marketplace data that it may bypass this marketplace (systems issues exception) subject to 
certain notification requirements.  What should a marketplace or marketplace participant that sends DAOs include in its 
policies and procedures about invoking the systems issues exception? 

 
A: We recommend that the policies and procedures of a marketplace participant that sends DAOs and a marketplace 
describe the following: 

 
1. Invoking and Ending the Use of the Systems Issues Exception 
 
 A marketplace’s or marketplace participant’s policies and procedures should include the circumstances in 

which it would invoke the systems issues exception. Such circumstances might include a destination 
marketplace repeatedly failing to provide an immediate response to orders received or material delays in the 
response time without notification by the destination marketplace that it may be experiencing systems issues.   
 
The marketplaces, facilitated by the Investment Industry Association of Canada, created a “Marketplace Self-
help Procedures” document, found at Appendix C to the Canadian Marketplace Communication Protocol for 
Unplanned Service Interruptions. This document lists the circumstances that will trigger individual 
marketplaces to rely on the systems issues exception.  We recommend that marketplaces incorporate this 
element of the document into their OPR policies and procedures.  We note that this document may be 
updated from time to time. 

 
2. Notification Process 
 

The OPR will require in subsections 6.3(2) and 6.3(3) of NI 23-101 that a marketplace, and a marketplace 
participant sending DAOs, communicate their reliance on the systems issues exception.  This notification may 
use various forms of technology, such as e-mail.  We recommend incorporating how and when this notification 
will occur into the policies and procedures of marketplaces and marketplace participants that send DAOs. 
 
We also recommend that marketplaces use a means of contact that is continuously monitored so that systems 
issues can be addressed promptly. 
 
In addition to identifying the circumstances that will trigger the systems issues exception, the Marketplace 
Self-help Procedures document also outlines the communications steps each marketplace will take when it 
uses the systems exception against another marketplace. We recommend that this element of the document 
also be included in marketplace OPR policies and procedures.   

 
3. Systems Assessment 
 

Subsection 6.3(a)(ii) of 23-101CP will explain that a marketplace, or marketplace participant sending DAOs, 
cannot invoke the systems issues exception against a marketplace unless it reasonably concludes that a 
particular marketplace is experiencing the problem.  The systems issues exception is not available when the 
systems problem occurs at a vendor that provides services to a dealer.   
 
Subsections 6.1(2) and 6.4(2) of NI 23-101 will require marketplaces and marketplace participants that use 
DAOs to regularly review and monitor the effectiveness of their OPR policies and procedures.  As mentioned 
in question A-3 above, this includes the testing of any system used to facilitate OPR compliance.  We view 
this as including the testing of: 

 
 routing systems to ensure these systems are functioning properly; and  

 
 the process to be conducted to ensure that the issue does not lie within the marketplace’s, 

marketplace participant’s or their vendor’s own systems. 
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4. Documentation of Reliance on Systems Exception 
 

Subsection 6.1(3) of 23-101CP will provide guidance regarding marketplaces maintaining appropriate 
documentation when handling delayed responses.  When relying on the systems issues exception, we 
recommend that marketplaces, and marketplace participants that use DAOs, maintain evidence of the 
problem, the notification provided and the systems assessment that was conducted. 

 
C. LOCKED OR CROSSED MARKETS4 
 
C-1 Q: Is it permissible for a marketplace participant to join the bid or the offer if the market is already locked or crossed? 
 

A: No, it is not permissible to simply join the bid or the offer when a market is locked or crossed.  
 
Subsection 6.4(2)(c) of Companion Policy 23-101CP states that an example of a situation of where a locked or crossed 
market may occur unintentionally is when “the locking or crossing order was displayed at a time when a protected bid 
was higher than a protected offer”. This is intended to include an order that is entered to uncross the market but not an 
order that simply joins the bid or the offer.   

 
C-2 Q: What are some instances where a locked or crossed market may occur unintentionally? 
 

A: Subsection 6.4(2) of Companion Policy 23-101CP outlines some situations where a locked or crossed market may 
occur unintentionally.  There may be other situations where a locked or crossed market may also occur unintentionally 
including when securities legislation requires that the order be entered on or executed on a particular marketplace.  For 
example, this might occur when securities being sold are subject to resale on a “designated offshore securities market” 
under Rule 904 of Regulation S of the U.S. Securities Act of 1933.  Some other situations where a locked or crossed 
market may occur unintentionally include: (1) the execution of opening orders or market-on-close orders on a particular 
marketplace when trading is on-going or continues on at least one other marketplace and (2) the restarting of trading of 
a security on a marketplace following a halt for either regulatory or business purposes given that marketplaces may use 
different mechanisms to resume trading.   

 
If you have any questions about these FAQs or the OPR generally, please contact the following CSA staff: 
 
Tracey Stern    Sonali GuptaBhaya 
Ontario Securities Commission  Ontario Securities Commission 
(416) 593-8167    (416) 593-2331 
tstern@osc.gov.on.ca   sguptabhaya@osc.gov.on.ca 
  
Kent Bailey    Meg Tassie 
Ontario Securities Commission  British Columbia Securities Commission 
(416) 595-8945    (604) 899-6819 
kbailey@osc.gov.on.ca   mtassie@bcsc.bc.ca 
 
Élaine Lanouette    Serge Boisvert 
Autorité des marchés financiers   Autorité des marchés financiers 
(514) 395-0337 ext. 4356    (514) 395-0337 ext. 4358 
elaine.lanouette@lautorite.qc.ca  serge.boisvert@lautorite.qc.ca 
 
Lorenz Berner 
Alberta Securities Commission 
(403) 355-3889 
lorenz.berner@asc.ca 
 
June 25, 2010 
 

                                                           
4  The prohibition on intentionally locking or crossing markets is set out in section 6.5 of NI 23-101. 
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